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Pour cette procédure, il vous faudra minimum 3 machines virtuelles :

-Un Serveur DHCP
-UN Serveur WDS

-Un client sur une machine virtuelle vierge

1.1 CONFIGURATION DES SERVEURS WDS ET DHCP

Une fois les 2 machines installé, il est nécessaire d’installer le role du DHCP et du WDS sur le Windows
Server :

a Configurer ce serveur local
DEMARRAGE
RAPIDE
2 Ajouter des roles et des fonctionnalités
3 Ajouter d'autres serveurs a gérer
NOUVEAUTES ,
4 Créer un groupe de serveurs
5 Connecter ce serveur aux services cloud
Masquer
EN SAVOIR PLUS
., Assistant Ajout de réles et de fonctionnalités — O *
, : A SERVEUR DE DESTINATION
Sélectionner des réles de serveurs e
Avant de commencar Sélectionnez un ou plusieurs réles a installer sur le serveur sélectionné.
Type d'installation Réles Description
Sélection du serveur [ Contréleur de réseau ~ L'accés a distance fournit une -
Réles de serveurs ] Hyper-V connectivité transparente via
o [] Serveur de télécopie DirectAccess, les réseaux VPN et
FETEHETE IS | Serveur DHCP (Installé) le proxy d'application Web.
| Serveur DNS (Installé) DirectAccess fournit une
] Serveur Web (IIS) expérience de connectivité
] Service Guardian héte permanente et gérée en continu.
| Services AD DS (Installg) Le service d'accés a distance
[] Services AD LDS (Active Directary Lightweight Dire L8183 [Tl SRR
[] Services AD RMS (Active Directory Rights Managet classiques, notamment une
] services Bureau a distance connectivité de site a site (filiale
[] services d'activation en volume ou nuage). Le proxy d'application
[] services dimpression et de numérisation de docur \Web permet |z publication de
[] Services de certificats Active Directory certaines e'np_phcatlons HTTP et
[] services de fédération Active Directory (AD FS) H’TTPS SEJECIﬁquES d‘e e
I [m] Services de fichiers et de stockage (2 sur 12 installs reseau d'entreprise d'estlnatlon
[ Services de stratégie et d'accés réseau SR B R TSI LR T
[ services WSUS (Windows Server Update Services) reseau d entreprl_se. Le _n?utage
I [+ Windows Deployment Services (Installé) ) fournit des fonctionnalités de
routage classigues, notamment la
< L traduction d'adresses rézeau e

< Précédent | | Suivant > Installer Annuler
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Une fois le role DHCP installé sur le Serveur, il est nécessaire de le configurer pour pouvoir ensuite y
appliquer les options 66 et 67 qui se trouve dans les options d’étendue :

Options Etendue ? X Options Etendue ? X
Geénéral  Avancé Geénéral Avancé
Options disponibles Descriptior ~ Options disponibles | Descriptior A
[ 060 PXEClient PXE Supp [J 064 Nom de domaine NIS+ Nom du dc
[ 064 Nom de domaine NIS+ Nom du dc [J 085 Serveurs NIS+ Liste des a
[J 065 Serveurs NIS+ Liste des a 066 Nom d'héte du serveur de démamage Nom d'hét:
066 Nom d'héte du serveur de démamage Nom d'hét v 067 Nom du fichier de démamrage Nom du fic v
< > < >
Entrée de données Entrée de données
Valeur chaine : Valeur chaine :
192.168.14.11 boot'x64 wdsnbp.com
s ] [ s ] [

Option 66 : I'adresse IP du serveur PXE, ici c'est le serveur WDS
Option 67 : le nom du fichier de démarrage, indiquez la valeur générique "boot\x64\wdsnbp.com"

On doit obtenir cela:

% DHCP
v srv-adds-01.it-connectlocal
v i 1Pv4
.3 Options de serveur
—’ | Etendue[192.168.14.0] Deploiement
1} Pool d'adresses
% Baux d'adresses
| Réservations
_.. Options d'étendue
| Stratégies
| Stratégies
7| Filtres
Pvb

®

Nom d'option Fournisseur
iz 003 Routeur Standard
=) 006 Serveurs DNS Standard
iz, 015 Nom de domaine DNS  Standard
=) 066 Nom d'héte du serveu... Standard
iz| 067 Nom du fichier de dé...  Standard

=i

Valeur

192.168.14.2
192.168.14.10
it-connect.local
192.168.14.11
boot\x64\wdsnbp.com

Je vous propose de réaliser la configuration de DHCP en PowerShell. Voici les étapes a réaliser :
» Activer la prise en charge de I'option 60 dans le serveur DHCP
= Déclarer des classes de fournisseurs pour différencier les machines BIOS et UEFI
= Créer une stratégie pour gérer les machines en mode BIOS
= Créer une stratégie pour gérer les machines en mode UEFI

4 sur 18



ASSURMER/PROCEDURE/AP3 Document : PROCEDURE DEPLOIEMENT AP3 6
P \® V4

LEGROS, ROUSSEL Date : 10 décembre 2024 %

Pour ce faire, nous devons réaliser ces commandes dans le PowerShell de notre serveur WDS :

-Activer l'option 60 :

Add-DhcpServerv4OptionDefinition -ComputerName S A\DDS-01 -Name PXEClient -Description

"PXE Support" -OptionId 060 -Type String

1r WL (PXE)
SPxeServerIp = "192.168.14.11"
# Adre = 1 au de 1 andue DHCF c

SScope = "192.168.14.0"

Add-DhcpServerv4Class —-ComputerName S$DhcpServerName -Name "FE3 lient - UEFI
Vendor -Data "PXEClient:Arch:00007" -Description "PXEClient:Arch:00007"
Add-DhcpServerv4Class —ComputerName S$DhcpServerName -Name "PXEClient - UEFI
Vendor -Data "PXEClient:Arch:00006" -Description "PXEClient:Arch:00006"
Add-DhcpServerv4Class -ComputerName $DhcpServerName -Name EClient - BIOS
-Type Vendor -Data "PXEClient:Arch:00000" -Description "PXEClient:Arch:00000"

-Creer les strategies DHCP pour le BIOS et UEFI:

» Une premiere stratégie pour le mode BIOS x86 et x64.
» Une seconde stratégie pour le mode UEFI x86
» Une troisieme stratégie pour le mode UEFI x64.

Nous allons donc crée les 3 stratégies avec ces commandes PowerShell, chaque case correspond a une
stratégie.
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$PolicyNameBIOS “lient — BI

Add-DhcpServerv4Policy —Computername $DhcpServerName —Scopeld $Scope —Name
$5PolicyNameBIOS -Description "Options DHCP pour boot BIOS x86 et x64" -Condition Or -
VendorClass EQ, "PXEClient — BIOS x86 et x64*"

Set-DhcpServerv4OptionValue -ComputerName S$DhcpServerName -Scopeld $Scope -OptionId 066
—Value $PxeServerIp -PolicyName $PolicyNameBIOS

Set-DhcpServerv4OptionValue -ComputerName S$DhcpServerName -Scopeld $Scope -OptionId 067
—Value boot\x64\wdsnbp.com -PolicyName $PolicyNameBIOS

5PolicyNameUEFIxB86 = "P ient - UEFI '

Add-DhcpServerv4Policy —Computername 5DhcpServerName —ScopeId $Scope ~Name
$PolicyNameUEFIx86 -Description "Options DHCP pour boot UEFI x86" —Condition Or -
VendorClass EQ, "PXEClient - UEFI x86*"

Set-DhcpServerv40OptionValue —ComputerName $DhcpServerName -Scopeld $Scope —OptionId
-Value PXEClient -PolicyName $PolicyNameUEFIx86

Set-DhcpServerv4OptionValue —ComputerName $DhcpServerName -Scopeld $Scope —Optionld
—Value S$PxeServerIp —-PolicyName 5PolicyNameUEFIx86

Set-DhcpServerv40OptionValue -ComputerName S$DhcpServerName -Scopeld S$Scope —-OptionId
—Value boot\x86\wdsmgfw.efi —-PolicyName $PolicyNameUEFIx86

$5PolicyNameUEFIx64 = ' lient — UEFI '

Add-DhcpServerv4Policy —Computername S$DhcpServerName —ScopeId $Scope —Name

5PolicyNameUEFIx64 -Description "Options DHCP pour boot UEFI x64" —Condition Or -
VendorClass EQ, "PXEClient - UEFI x64*"

Set-DhcpServerv40OptionValue —ComputerName S$DhcpServerName -Scopeld $Scope -OptionId 060
—Value PXEClient -PolicyName S5PolicyNameUEFIx64

Set-DhcpServerv40OptionValue —-ComputerName S$DhcpServerName -Scopeld $Scope —-OptionId 066
—Value S$PxeServerlIp —-PolicyName SPolicyNameUEFIx64

Set-DhcpServerv40OptionValue —-ComputerName S$DhcpServerName -Scopeld $Scope —-OptionId 067
—Value boot\x64\wdsmgfw.efi -PolicyName S5PolicyNameUEFIx64

Pour vérifier que notre code est bon, il faut cliquer sur les stratégies dans le gestionnaire DHCP et
vérifier qu’on y trouve cela :

Z QHCP Nom de la stratégie Description Ordre de t...
M ‘.”'lapdis'm"“"“”e‘“c’“' I=fPXEClient - BIOSx86 et x64  Options DHCP pour boot BIOS x86 et x64 1
v B VO it =} PXEClient - UEFI x86 Options DHCP pour boot UEFI x86 2
3 p IONS de Serveur r é .
- =} PXEClient - UEFI x64 Options DHCP pour boot UEFI x64 3
v Etendue [192.168.14.0] Deploiement J s X ption pour boo X 3

i} Pool d'adresses

@ Baux d'adresses
Réservations
Options d'étendue

2 Stratégies

Stratégies

7| Filtres
B IPv6
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Si l'on regarde les options de notre étendue DHCP, on est censé avoir cela :

~

Nom d'option

i) 003 Routeur

i=| 006 Serveurs DNS

iz 015 Nom de domaine DNS

=]

i| 060 PXEClient

i 060 PXEClient
| 066 Nom d'héte du serveur de démarrage

=l

i) 066 Nom d'héte du serveur de démarrage

==l

= 066 Nom d'héte du serveur de démarrage

==

=] 067 Nom du fichier de démarrage

iz, 067 Nom du fichier de démarrage
\iz) 067 Nom du fichier de démarrage

Notre serveur est maintenant correctement configuré et prét étre utilisé.

Fournisseur

Standard
Standard
Standard
Standard
Standard
Standard
Standard
Standard
Standard
Standard
Standard

Valeur

192.168.14.2
192.168.14.10
it-connect.local
PXEClient

PXEClient

192.168.14.11
192.168.14.11
192.168.14.11
boot\x64\wdsnbp.com
boot\x86\wdsmgfw.efi
boot\x6d\wdsmgfw.efi

Nom de la stratégie

Aucun

Aucun

Aucun

PXEClient - UEF| x86
PXEClient - UEF| x64
PXEClient - BIOS x86 et x64
PXEClient - UEFI x86
PXEClient - UEF| x64
PXEClient - BIOS x86 et x64
PXEClient - UEF| x86
PXEClient - UEF| x64
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1.2 INSTALLATION ET CONFIGURATION DE MDT

Pour la suite, nous allons devoir installer ces 3 logiciels :

Installer Windows ADK pour Windows 11 22H2
Installer I'add-on Windows PE Windows 11, version 22H2
Installer MDT sur Windows Server 2022

Une fois ces 3 logiciels installés grace au assistant d’installation nous avons débloquer une toute
nouvelle console, la deployment Workbench !

. Microsoft Deployment Toolkit d'administrati...  des tiches configuration

a Confugure ConfigMgr Integration

e Customer Feedback Options %

Connexion Observateur Explorateur de
_> ! Deployment Workbench Bureau a... d'événements fichiers

{'®» UDI Wizard Designer
Nouve

@ ﬂ Microsoft Edge
Fia

D 0 Services de
déploiement...
- Options d'ergonomie
Notre but est de crée un nouveau deployment Share pour les PC a déployer, une fois I'avoir crée et y
avoir mis les paramétres que nous souhaitons, nous devons avoir accés a ce gestionnaires

E} Deployment Workbench | Nom
- Information Center gt MDT Deployment Share (W:\De...
. Deployment Shares
v [ MDT Deployment Share (W:\DeploymentShare)
[5 Applications

LTL Operating Systems v = | DeploymentShare
E""i POUt:f-BOX Drivers m Accueil Partage Affichage
4 Packages
Slla:k Seql.:jegcesf_ ) « v » WDS (W:) » DeploymentShare »
vanced Configuration
[:J Monitering Nom B

3 Acceés rapide
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Apres cela nous avons le retour des commandes PowerShell !
Notre but est maintenant de crée un nouvel utilisateurs local dédié a MDT.

Lorsque l'on va démarrer une machine en boot PXE pour démarrer sur le réseau et installer un
systeme d'exploitation, cette machine va charger une image de démarrage qui va établir une
connexion au MDT. Plus précisément, la machine va se connecter au Deployment Share.

Pour gagner du temps, PowerShell sera utilisé pour créer un compte local nommé "Service. MDT" sur
le serveur. Le mot de passe est "P@ssword123!" mais vous devez le personnaliser. Ce compte n'est
pas administrateur du serveur : on lui attribue uniguement des droits de lecture et exécution sur le
partage.

Il faut donc exécuter ces commandes dans le PowerShell sur le serveur qui contient le MDT :

1123!" —-AsPlainText -Force

ceAccountName -Password S$ServiceAccountPassword -FullName "MDT" -

Description "Compte de service pour MDT"

# Ajouter les droits en lecture sur le partage
Grant-SmbShareAccess -Name "DeploymentShare$" -AccountName "Service MDT" -AccessRight
Read -Force

SMDTSharePath = "\\$env:COMPUTERNAME\DeploymentShares"
SAcl = Get-Acl $MDTSharePath
SRule = New—Object

System.Security.AccessControl.FileSystemAccessRule ("¢ MDT", "ReadAndExecute",

"ContainerInherit, ObjectInherit", "None", "Allow")
$Ac]l.SetAccessRule (SRule)
Set-Acl $MDTSharePath SAcl

Suite a I'exécution de ce script, I'utilisateur "Service_ MDT" a bien un accés en lecture seule sur le
Deployment Share.

Autorisations pour DeploymentShare$ X

Autorisations du partage

Noms de groupes ou d'utilisateurs :

I voT SRV-WDS\Seviee w0 ]

S2 Administrateurs (SRV-WDS\Administrateurs)
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Nous devons donc maintenant importer une image de Windows 11 dans le MDT ici :

iﬁ Deployment Workbench Name Description
» [} Information Center

v [ Deployment Shares Aucun éléme
v (A MOT Deployment Share (W:\DeploymentShare)
EE] Applications

R Operating Systems.
: m Out-of-Box Drivers Import Operating System
L Packages New Folder
+ ) Task Sequences
. [ Advanced Configu Affichage >
> EC] Monitoring Actualiser
Exporter la liste...
Aide

Aprés confirmation je vais pouvoir supprimer toutes les versions de Windows 11 et garder seulement
celles que je veux, c’est a dire Windows 11 PRO.*
ﬁ Deployment Workbench Name D
> _\h Information Center
v LA Deployment Shares
v [ MDT Deployment Share (W:\DeploymentShare)
> [% Applications

- d Windows 11 Education in Windows 11 Pro 22H2 install.wim
f- 4 Windows 11 Education N in Windows 11 Pro 22H2 install.wim
. Windows 11 Enterprise in Windows 11 Pro 22H2 install.wim

m Operating Systems b d Windows 11 Enterprise N i Couper W
. [a Out-of-Box Drivers - Windows 11 Pro Educatio Copier W
. L Packages . d Windows 11 Pro Educatior S— install.wim W
> L) Task Sequences - Windows 11 Pro for Works 2H2 install.wim W
» [ Advanced Configuration A Windows 11 Pro in Windo Aide W
[:'i Monitoring F" 4 Windows 11 Pro N for Workstations in Windows 11 Pro 22H2 install.wim

F-d Windows 11 Pro N in Windows 11 Pro 22H2 install.wim

Nous devons maintenant crée une séquence de taches pour Windows 11.

ﬁ Deployment Workbench p
.} Information Center
v (. Deployment Shares
v A MDT Deployment Share (W:\DeploymentShare)
[% Applications
Q Operating Systems
& Out-of-Box Drivers
L Packages
v L Task Sequences

) Windows 11
O Ade"Cfd Cont New Task Sequence
(X3 Monitoring ALiia; Enlelas
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Une fois la tache crée, nous pouvons I'éditer en faisant un clique droit dessus.

:[‘_ﬁ Deployment Workbench Name ID
< Information Center 1] Déployer Windows 11 Pro 22H2 : H2-01
v | Deployment Shares Couper
v [ MDT Deployment Share (W:\DeploymentShare) Copier
[ Applications S .
LT,_ Operating Systems uppAmer
(G4 Out-of-Box Drivers Renommes
I o Packages Propriétés
v [ Task Sequences
) Windows 11 Aide

[ Advanced Configuration
[y Monitoring

Dans l'onglet task sequencies on trouve I'ensemble des taches qui seront exécutées pendant le
déploiement de la machine. Cela va du partitionnement du disque de la machine, a la configuration
post-installation du systéme d'exploitation.

Nous allons maintenant devoir configurer le MDT pour pouvoir déployer Windows 11.

Tout d’abord nous devons éviter un bug de la console de I'onglet Windows PE.

Microsoft Deployment Workbench

v La console MMC a détecté une emeur dans un composant logiciel enfichable et va le
\ | décharger.

" Signaler cette emeur & Microsoft et fermez la console MMC.

(¢ Décharger le composant logiciel enfichable et continuer I'exécution

OK

Nous devons donc réaliser cette commande PowerShell pour résoudre ce probléme.

mkdir "C:\Program Files (x86)\Windows Kits\10\Assessment and Deployment Kit\Windows

Preinstallation Environment\x86\WinPE OCs"

Nous devons maintenant configurer le bootstrap.ini et le CustomSettings.ini.

Pour accéder au contenu du fichier "CustomSettings.ini", effectuez un clic droit sur le Deployment
Share via la console MDT et cliquez sur "Propriétés”. Cliquez sur lI'onglet "Rules".

Nous devons ajouter la commande _ SMSTSORGNAME=Assurmer pour notre organisation.

Et y ajouter ces deux commandes pour le fuseau horaires.

TimeZone=105

TimeZoneName=Romance Standard Time
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En ce qui concerne le fichier "Bootstrap.ini", il faut cliquer sur le bouton "Edit Bootstrap.ini" en bas a
droite de la fenétre et y insérer ces parametres :

[Settings]
Priority=Default

[Default]
DeployRoot=\\SRV-WDS\DeploymentShare$

UserID=Service MDT

UserPassword=P@sswordl23!
UserDomain=SRV-WDS
SkipBDDWelcome=YES
KeyboardLocalePE=040c:0000040c

Profitons d'étre dans les propriétés pour évoquer l'onglet "Windows PE" qui permet de personnaliser
I'image Lite Touch correspondante a I'environnement Windows PE. Cet environnement minimaliste va
étre chargé via le boot PXE pour nous permettre de lancer une séquence de taches.

Choisissez la "Platform" en "x64", et cliqguez sur "Drivers and Patches". Ici, on peut voir que l'image
Lite Touch va contenir uniquement les pilotes pour les périphériques de stockage et pour les cartes
réseau. Intéressant pour que I'environnement Windows PE soit capable d'utiliser la carte réseau de
votre PC pour se connecter au Deployment Share.

Propriétés de : MDT Deployment Share (W:\DeploymentShare) X

General Rules Windows PE  Monitoring

Platform: |x64 ~

General Features Drivers and Patches
Driver Injection

Selection profile: All Drivers and Packages v

(O Include all drivers from the selection profile

@ Include only drivers of the following types:
Include all network drivers in the selection profile
Include all mass storage drivers in the selection profile
[J Include all video drivers in the selection profile

] Include all system-class drivers in the selection profile
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Nous pouvons maintenant générer I'image Lite touch et I'insérer dans MDT.

ﬁ Deployment Workbench Name

» Lj Information Center EApplicatinns
v [ Deployment Shares

Operating Systems
v (A MDT Deployment Share (W:\DeploymentSharel || ~ Q perating %
» [% Applications Update Deployment Share
» L&, Operating Systems Close Deployment Share
> m Qut-of-Box Drivers
» L Packages Affichage ?
» s Task Sequences Actualiser

» [] Advanced Configuration )
» [ Menitering Exporter la liste...
Propriétés
Aide

[l

C'est cette image que nous devons charger en boot PXE. Ainsi, sur le serveur WDS, il faut I'ajouter en
tant qu'image de démarrage.

A partir de la console WDS, ajoutez une nouvelle image et chargez le fichier suivant :

I Services de déploiement Windows Images de démarrage 1image(s) de démarrage

33 Serveurs
v _b SRV-WDS.it-connect.local
1 Images d'installation aWindows 11 (Boot) x64 Hors connexion 2036 Mo 05/0... 104

< Images de démarrage <l

» (15 Périphériques en attente

Nom de I'image Architecture Etat Taille décompressée Date Ver

Z ﬁ Assistant Ajout d'images
33 Transmission par multidiffusion

» 4 Pilotes Fichier image F
_m Périphériques de préinstallation Active Dire ey
Entrez |'emplacement du fichierimage Windows contenant les images & ajouter.

Emplacement du fichier :
W:\Deployment Share\Boot \Lite TouchPE_x64 wim Parcourir...

Remarque : les images d 'installation et de démamrage par défaut (Boot.wim et
Install wim) sont présentes sur le DVD d'installation dans le dossier \Sources.

Informati lémentaires sur les images et les types d'images

< Précédent Annuler

Nous avons maintenant notre image Lite Touch !

ﬁ Services de déploiement Windows Images de démarrage 2 image(s) de démarrage
v 33 Serveurs

- f@ SRV-WDS.it-connect.local NomAde l'image Architecture Etat - Taille décompressée
5> [7) Images d'installation &8 Windows 11 (Boot) x64 Hors connexion 2036 Mo
| Images de démarrage E Lite Touch Windows PE (x64) xb64 En ligne 2093 Mo

> | @, Périphériques en attente
3¢ Transmission par multidiffusion
.. Pilotes
» _mu Périphériques de préinstallation Active Dire

On peut donc tester nos modifications pour déployer la machine virtuelle Windows 11.
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1.3 INTEGRER LES MACHINES AU DOMAINE ACTIVE DIRECTORY.

Nous allond donc commencer par créer un compte utilisateur dans I'Active Directory.

Dans mon exemple, l'utilisateur s'appelle "cds-mdt@Assurmer.local”.

Ce compte doit avoir les options "Le mot de passe n'expire jamais" et "L'utilisateur ne peut pas changer
de mot de passe" cochées pour éviter les expirations non maitrisées du mot de passe.

Propriétés de : CDS MDT ? X

Environnement  Sessions Controle 4 distance  Profil des services Bureau a distance COM+
Général Adresse Compte Profi  Téléphones Organisation Membre de  Appel entrant

Nom d'ouverture de session de |'utilisateur :

‘ cds-mdt J @it-connect local v
Nom d'ouverture de session de l'utilisateur (antérieur & Windows 2000) :
[IT-CONNECT\ Jlecs mat]

Horaires d'accés... Se connecter a...

[] Dévermoiller le compte

Options de compte :

L utilisateur ne peut pas changer de mot de passe
Le mot de passe n'expire jamais
[ Enregistrer le mot de passe en tilisant un chiffrement réversible v

Date d'expiration du compte
@ Jamais
OEmde; ‘ samedi 13 ma 2023

Annuler Appliquer Aide

Une fois que ce compte est créé, il faut lui attribuer des droits sur une unité d'organisation de l'annuaire.
Dans cet exemple, c'est L'OU "Provisioning" qui est utilisée. Une fois I'OU créée, effectuez un clic droit
dessus et cliquez sur "Propriétés”.

Cliquez sur l'onglet "Sécurité" (1) puis sur "Avancé" (2) pour accéder a la gestion avancée des
permissions. Une nouvelle fenétre s'ouvre, cliquez sur "Ajouter” (3).

Propr ' O Paramétres de sécurité avancés pour Provisioning o x
Général Géré par Objet Sécumé COMe Editeur d'attributs
ﬂﬂ'ﬂlﬂﬂgmpﬂlw d'utilisateurs Propriétaire : Admins du domaine (IT-CONNECT\Admins du dormaine) Modifier
88 Tout le monde ~
B& CREATEUR PROPRIETAIRE Autorisations Audit Acces effectif
BLsELF
isateurs iés our obtenir des infermations supplémentaires, double-cliquez sur une entrée d auterisation. Peur medifier une entrée d autonisation,
LAY authentfié Pour obtenir des inf ppl double-cliq d P dif éed.
82 Systéme . sélectionnez I'entrée et chiquez sur Modifier (si disponible).
las .. - P R
A Supprimer Entrées d'autorisations :
jouter o
Type Principal Acces Hérité de S'applique & G
Autodsations pour Tout le monde Autoriser  Refuser 88 Refu.. Toutlemonde Spéciale Aucun Cet objet uniquement
Contrdle total [ 0o ~ BL Auto.. Opérateurs de compte (IT-C..  Créer/supprimer les o...  Aucun Cet objet uniquement
Lie O O BL Auto.. Opérateurs de compte (IT-C...  Créer/supprimer leso...  Aucun Cet objet uniquement
P 0 0 B8 Auto.. Opérateurs e compte (IT-C...  Créer/supprimer leso... Aucun Cet objet uniquement
Créertous les objets enfants 0 0 82 Auto.. Opérsteurs dimpression (IT-.. Créer/supprimerleso..  Aucun Cet objet uniquement
Supprimertous les objets enfants O 0~ BL Auto.. Opérateurs de compte (IT-C..  Créer/supprimer leso...  Aucun Cet objet uniquement
Pourles autorisafions spéciales et les paramétres avancés, cliquez sur SR Auto.. Admins du domaine (IT-CO..  Contréle total Aucun Cet objet uniquement
Avance 2) famcs S8 Auto.. ENTERPRISEDOMAIN CONT..  Spéciale Aucun Cet objet uniquement
. \ od " B& Auto.. Utilisateurs authentifiés Spéciale Aucun Cet objet uniquement -
informations sur le contriie d accés et les autorsations
o ~ 7 o Ajouter Supprimer Afficher Paramétres par défaut
Annuler plquer e F

Désactiver I'héritage

Annuler Applquer
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Cliquez sur "Sélectionnez un principal’ de facon a sélectionner l'utilisateur créé précédemment.
Commencez par ajouter des permissions qui s'appliquent a "cet objet et tous ceux descendants”.

Auterisations pour Provisioning

Principal : CDS MDT (cds-mdt@it-connect.local) | Sélectionnez un principa

Type: Autoriser

S'applique a: | cet objet et tous ceux descendants ~

Sélectionnez "Créer des objets Ordinateur” et "Suppr. des objets Ordinateur” et cliquez sur "OK".

Autorisations pour Provisioning
|| Créer tous les objets entants
[ Supprimer tous les objets enfants
[[] Créer des objets account
[JSuppr. des objets account
[ Créer des objets Alias de file d'attente MSMQ
[J Suppr. des objets Alias de file d'attente MSMQ
[T] Créer des objets applicationVersion
[ Suppr. des objets applicationVersion
[[] Créer des objets Contact
[[JSuppr. des objets Contact
[T Créer des objets document
[JSuppr. des objets document
| [ Créer des objets documentSeries
[[] Suppr. des objets documentSeries
[[] Créer des objets Dossier partagé
[[] Suppr. des objets Dossier partagé
[[] Créer des objets Groupe
[JSuppr. des objets Groupe
[ Créer des objets Groupe IntelliMirror
| [[JSuppr. des objets Groupe IntelliMirror
[] Créer des objets Groupe MSMQ
[[] Suppr. des objets Groupe MSMQ
[] Créer des objets groupOfUniqueNames
[[] Suppr. des objets groupOfUniqueNames
[[] Créer des objets groupPolicyContainer

] Créer des objets msUS-ManagedderviceAccount ~
[ Suppr. des objets msDS-ManagedServiceAccount
[[] Créer des objets msDS-ShadowPrincipalContainer
[J Suppr. des objets msDS-ShadowPrincipalContainer
[ Créer des objets msieee80211-Policy

[JSuppr. des objets msieee80211-Policy

[C] Créer des objets msimaging-PSPs

[ Suppr. des objets msimaging-PSPs

[[] Créer des objets msPKI-Key-Recovery-Agent

[[J Suppr. des objets msPKI-Key-Recovery-Agent

[ Créer des objets msTAPI-RtConference

[[JSuppr. des objets msTAPI-RtConference

[] Créer des objets msTAPI-RtPerson

[[] Suppr. des objets msTAPI-RtPerson

[[] Créer des objets nisMap

[ Suppr. des objets nisMap

[[] Créer des objets nisNetgroup

[ Suppr. des objets nisNetgroup

[[] Créer des objets nisObject

[JSuppr. des objets nisObject

[] Créer des objets oncRpc

[J Suppr. des objets oncRpc
[ Créer des objets Ordinateur

[] Créer des objets FC822LocalPart

Annuler

Dans la liste des autorisations, décochez "Lister le contenu” et cochez les permissions suivantes :

Autorisations pour Provisioning a X
A
Principal:  CDS MDT (cds-mdt@it-connectlocal)  Sélectionnez un principal <
Type: Autoriser v
Sapplique 3: |Objets Ordi v

Autorisations :
[] Contréle total
[ Lister le contenu
[ Lire toutes les propriétés
[ Ecrire toutes les propriétés
[] Supprimer
[[] Supprimer la sous-arborescence
[ Autorisations de lecture
[ Modifier les autorisations
[IModifier le propriétaire
[ Toutes les écritures validées
[[] Tous les droits étendus
[[] Créer tous les objets enfants
[[] Supprimer tous les objets enfants
[] Créer des objets applicationVersion
[] Suppr. des objets applicationVersion
[] Créer des objets Configuration MSMQ

[ Suppr. des objets msDS-App-Configuration

[] Créer des objets msDS-AppData

[ Suppr. des objets msDS-AppData

[C] Créer des objets msDS-GroupManagedServiceAccount
[J Suppr. des objets msDS-GroupManagedServiceAccount
[[] Créer des objets msFVE-Recoverylnformation

[ Suppr. des objets msFVE-Recoverylnformation

[] Créer des objets msieee80211-Policy

[ Suppr. des objets msieee80211-Policy

[ Créer des objets ms-net-ieee-80211-GroupPolicy
[]Suppr. des objets ms-net-ieee-80211-GroupPolicy

[ Créer des objets ms-net-ieee-8023-GroupPolicy
[[]Suppr. des objets ms-net-ieee-8023-GroupPolicy

[C] Créer des objets Service IntelliMirror

[ Suppr. des objets Service IntelliMirror

[[] Autorisation d'authentifier v

sonis
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Les permissions pour l'utilisateur MDT sont en place. Cliquez sur "OK" une nouvelle fois.
Propriétaire : Admins du domaine (IT-CONNECT\Admins du domaine) Modifier
Autorisations Audit Acces effectif

Pour obtenir des informations supplémentaires, double-cliquez sur une entrée d'autorisation. Pour modifier une entrée d'autorisation,
sélectionnez I'entrée et cliquez sur Modifier (si disponible).

Entrées d'autorisations :

Type  Principal Acces Hérité de S'applique a )

88 Auto.. Opérateurs d'impression (IT-... Créer/supprimerleso... Aucun Cet objet uniquement

88 Auto.. Opérateurs de compte (IT-C...  Créer/supprimer les 0. Aucun Cet objet uniquement

& Auto.. CDSMDT (cds-mdt@it-conn... Créer/supprimer les 0. Aucun cet objet et tous ceux descen...

a Auto... CDS MDT (cds-mdt@it-conn...  Réinitialiser le motde ... Aucun Objets Ordinateur descendants

a Auto... CDS MDT (cds-mdt@it-conn... Modifier le mot de pas... Aucun Objets Ordinateur descendants

3 Auto... CDSMDT (cds-mdt@it-conn... Ecriture validée vers le... Aucun Objets Ordinateur descendants

& Auto.. CDSMDT (cds-mdt@it-conn... Ecriture validée vers le ... Aucun Objets Ordinateur descendants

3 Auto... CDSMDT (cds-mdt@it-conn... Spéciale Aucun Objets Ordinateur descendants

8% Auto.. Administrateurs de I'entrepri.. Contréle total DC=it-conn..  cet objet et tous ceux descen... v
Ajouter Supprimer Afficher Parameétres par défaut

Désactiver I'héritage

Annuler Appliquer

Il nous reste a configurer la jonction au domaine automatique avec MDT.

Ouvrez la console Deployment Workbench pour configurer votre MDT. Effectuez un clic droit sur
votre Deployment Share sur la gauche et cliquez sur "Propriétés". Cliquez sur I'onglet "Rules".

La zone de texte a I'écran correspond au fichier de configuration CustomSettings.ini. Ici, pour que la
machine soit intégrée au domaine de facon automatique, vous devez déclarer et renseigner plusieurs
options :

= MachineObjectOU =1'0U ciblée

* JoinDomain = Nom DNS du domaine AD

= DomainAdminDomain = Nom court du domaine AD

= DomainAdmin = Nom de l'utilisateur

* DomainAdminPassword = Mot de passe de 'utilisateur
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Pour finir, il faut mettre a jour limage de démarrage Lite Touch. Effectuez un clic droit sur le
Deployment Share (toujours dans la console) et cliquez sur "Update Deployment Share". Conservez
I'option par défaut et continuez jusqu'a la fin...

Update Deployment Share Wizard X

g’ Options

m When updating the deployment share, the latest tools will be copied to the deployment share. If any changes

have been made to the boot image settings or to the content that needs to be included in the boot image,
Summary those updates will also be made.
Progress
Confirmation If necessary, you can choose to completely regenerate the boot images, or to compress the existing boot

imanee tn rediire the cize of the imanea f they have amwn die ta nreviniie Lindatee

(® Optimize the boot image updating process.
[C] Compress the boot image contents to recover space used by removed or modified content.
(O Completely regenerate the boot images.

Apres cela, il ne nous reste plus qu’a déployer la machine et a constater que cette méme machine est
maintenant intégrer au domaine Active Directory !
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